**Email 1:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Safe | 1. No links, attachments, or requests for personal information found. 2. Informal Conversation about Games Trailer on kps2, a valid game between John and velma |

**Email 2:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | 1. Receiver Name is not mentioned 2. Venture.ru not a legitmate domain that is linked to Microsoft 3. Grammer is very bad (e.g. update instead of updated 4. Microsoft doesn’t ask to validate or update account for uploading or sending of large files 5. This claims to enable large files attached to Adobe, which is not something Onedrive does 6. UPDATE YOUR ACCOUNT hyperlink could refer to a way to harvest Microsoft Office 365 credentials, possibly phishing 7. This could also suggest to provooke a fake urgency in the receiver. |

**Email 3:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | 1. Fake link it’s facebook, not ß 2. Facebook has no domain like .opt , so it’s probably a fake or malcious mail 3. The Sender asks for a troubleshoot issue but gives a fake link showing credential harvesting and phishing attempt 4. This weblink is malcious, so as a safe practice. Do not access legit logins through mails |

**Email 4:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Safe (but be catious openeing links) | 1. Forwarded Mails from Drop/MassDrop,a known e-commerace website 2. No suspicious Grammer or spelling or formatting 3. Be catious to open SEE MORE link (though likely safe and could lead to Drop Store) |

**Email 5:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | 1. Vincent is an unknown entity and his status as FBI suprintendent is questionable and unverified, ( missing first name or last name or title ) 2. Urgenc Scare and Scam Tactic Used (e.g., You are needed, Critical) through a call of duty. 3. His Narrative is not plausible or verify-able 4. Questionable as to why he would ask the Receiver only for his email and why not someone from his department 5. Clearly a social engineering, Phishing attempt |

**Email 6:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Safe | 1. The Formatting and Grammar is good 2. Professional mail with Anz’s domain 3. No suspicious file, link attached |

**Email 7:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | 1. Suspicious Username Found (Val.kill.ma), a clear red flag. 2. Subject is likely alluring and looks like a promotional announcement 3. The Url is suspcious as it uses Hssp instead of http or https 4. Random domain (iwhrhwicy.urlif.y) with no affiliation to Geico is found 5. Geico does not send unsolicited links via email from such domains 6. The url is phishing mail clearly |